
 

European Chamber Cybersecurity Conference Tentative Agenda 
 

14 November, 2017, Wang Fu Ballroom, The Peninsula Beijing Hotel 
 

13:00-13:30 Registration 

13:30-13:40 Opening Remarks 
 Mats Harborn, President, European Union Chamber of Commerce in China 

13:40-13:45 Message from the Cybersecurity Sub-working Group Chair 
 Clas Neumann, Chair of European Chamber Cybersecurity Sub-working Group, 

SAP Senior Vice President & Head of Global SAP Labs Network & Head of Fast 
Growth Market Strategy Group 

13:45-14:00 The EU Perspective on Cybersecurity 
Dominique Klein, First Counsellor, EU Delegation to China 

Session 1: Early implementation of the Cybersecurity Law 
The Cybersecurity Law has been effective for six months and is shaping the business landscape. While 
relevant implementing rules are still being formulated, law enforcement cases have already reportedly 
taken place in regards to certain key provisions of the Law. What are the highlights of the early 
implementation of the Law? What do companies need to know currently to stay compliant? 

14:00-14:50 Discussion 
Lead-in presentation followed by discussion on what the government has targeted 
during the first six months. Seen as an illustrator into what they regard as the most 
important aspects of the law. What companies should be focusing their short term 
compliance efforts on? 
 Carly Ramsey, Associate Director, Control Risks 
 Luo Yan, Special Council, Covington & Burling LLP 
 Lance Noble, Policy and Communications Manager, European Chamber 

(moderator) 

14:50-15:05 Coffee Break 

Session 2 
The development of new technology continues at breakneck speed: cloud computing, mobile 
connection, Internet of Things, industrial control systems and big data... While offering great potential 
for digitalization and the development of promising new markets, these developments also raise 
additional security challenges that both companies and government are trying to get prepared for. To 
answer such challenges, China is establishing a critical information infrastructure protection scheme, 
and will also expand its existing multi-level protection scheme to the abovementioned new areas. In 
this session we will address the question of technology development and cybersecurity from both 
business and regulatory perspectives. 

15:05-15:45 Session 2A: Keeping Cybersecurity Apace with Technological Advancement 
Presentation followed by Q&A session moderated by Michael Chang, Vice 
President, European Union Chamber of Commerce in China 
 Clas Neumann, Chair of European Chamber Cybersecurity Sub-working Group, 

SAP Senior Vice President & Head of Global SAP Labs Network & Head of Fast 
Growth Market Strategy Group 

15:45-16:30 Session 2B: Critical Information Infrastructure Protection & Cybersecurity Multi-



 
level Protection 
Presentation followed by Q&A session moderated by Michael Chang, Vice 
President of European Union Chamber of Commerce in China & Head of Industry 
Environment APAC, Technology & Innovation, Nokia 
 Chen Jihong, Partner at Zhong Lun Law Firm 

16:30-16:45 Coffee Break 

Session 3: Data Protection 
Data protection is high on China’s cybersecurity agenda. While the country is drafting the Measures on 
the Security Assessment of Cross-border Transfer of Personal Information and Important Data, the 
formulation of a series of supporting standards, including but not limited to the Personal Information 
Security Specification and the Guidelines for Data Cross-border Transfer Security Assessment, is being 
concurrently advanced, attracting a great amount of attention. 

16:45-17:15 Presentation 
 He Yanzhe, Chief Inspector of Cybersecurity Review Department, Cybersecurity 

Evaluation Centre, China Electronics Standardisation Institute 

17:15-18:00 Panel Discussion 
Panel discussion on latest developments regarding data protection, the similarities 
and differences between the Chinese and European data protection practices, and 
what companies need to do. 
 He Yanzhe, Chief Inspector of Cybersecurity Review Department, Cybersecurity 

Evaluation Centre, China Electronics Standardisation Institute 
 Paul El Khoury, Head of Product Security, SAP Labs China 
 Bruce Fu, Vice Chair of European Chamber Cybersecurity Sub-working Group  
 Barbara Li, Partner, Norton Rose Fulbright LLP 
 Caroline Chen, National Chair of European Chamber ICT Working Group 

(moderator)  

 


